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1. INTRODUCTION

2020 is an exciting time in privacy law. Time 
marches on since the General Data Protection 
Regulation 2016 (hereafter the ‘GDPR’) came 
into force across the EU,1 and in the UK, relevant 
national legislation has been passed in the form of 
the Data Protection Act 2018. Article 17 of the 
GDPR contains the “right to erasure,” otherwise 
known as “the right to be forgotten” (hereafter the 

“RTBF”).2 This right enables private individuals to, 
in some circumstances, require the deletion of their 
personal data from Web sites by “data controllers.”3 
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The right has attracted controversy and those who 
argue that it will lead to censorship on the Web,4 
but much remains unclear about how significant 
the privacy protection afforded by the right will be. 
Indeed, the text of Article 17 and its exemptions is 
far from proscriptive and the formation of the scope 
of the right is at its crucial, early stages—only a lim-
ited amount of judgments on the right itself have so 
far emerged.5 With respect to the English judiciary’s 
significant interpretative powers,6 in the UK there is 
perhaps “all to play for.”

This author has elsewhere considered how best 
to interpret the new right to be forgotten with refer-
ence to the normative framework of Article 8 of the 
European Convention on Human Rights (ECHR), in 
the first piece of analysis written of this kind.7 In this 
prior piece, various “balancing factors” were extracted 
from privacy jurisprudence of the European Court of 
Human Rights (ECtHR) and English courts which 
could give weight to a claim brought under the right 
to be forgotten if such factors are cross-applied in cases 
concerning erasure requests. This present article now 
turns to consider balancing factors going to the weight 
of a competing interest in freedom of expression which 
could arise when an erasure request is made—either 
on the part of a data controller or a relevant third 
party. This is a crucial consideration, as often when 
privacy claims are brought to court8 the judiciary must 
undertake a balancing exercise between the personal-
ity rights of the claimant and freedom of expression. 
How this balancing exercise is approached will have a 
direct impact on the strength and breadth of the new 
right. Accordingly, the RTBF has two exceptions cen-
tered around free speech: the generalized freedom of 
expression exception present in Article 17(3)(a) and 
a journalistic exemption within Article 85 GDPR.9 
This piece will undertake an analysis through the lens 
of Article 10 ECHR and suggest how these freedom 
of expression exceptions ought to be interpreted by 
the English courts (and other courts around Europe) 
in order that the potential for the RTBF to reinstate 
informational privacy is not thwarted. The author 
is unaware of any other piece of existing literature 
which takes a cross-jurisdictional approach to ana-
lyze the RTBF’s freedom of expression “caveats” in 
this way. The methodology of this article is chiefly 

doctrinal, with socio-legal elements10 and a com-
parative approach; analyzing a EU regulation using 
ECtHR and English caselaw.

This article begins by briefly sketching the sta-
tus quo of privacy online; including the demise of 
forgetting and the Internet’s “perfect recall” capabili-
ties. It next considers freedom of expression theory 
which seeks to put this article’s analysis into con-
text. Thirdly, the article sets out the text of Article 
17 and its expression and journalistic exceptions. It 
then notes how Strasbourg jurisprudence is relevant 
to the interpretation of the GDPR. Finally, and most 
substantively, in an original analysis it will extrapolate 
various free expression balancing factors from Article 
10 ECHR jurisprudence and English caselaw which 
courts could use, should use or ought to avoid when 
seeking to weigh an erasure claim against a competing 
freedom of expression exemption.

2. THE INTERNET’S PRIVACY 
PROBLEM

It has been stated by prominent US academic 
Cohen that privacy has an “image problem,”11 but it 
is undeniable that the Internet has a privacy problem. 
Society’s rapidly growing technological landscape has 
led to an undoubtedly negative impact on privacy 
rights online. We are now in the “digital age,”12 and 
while technology continues to advance, the cost of 
purchasing such technology has decreased via com-
petitive markets.13 The Web can now be accessed 
through a range of devices, such as smartphones, 
tablets, and laptops, all of which are portable. An 
increasing amount of Internet-enabled technology is 
now readily available to individuals around the clock 
whether they are at home, at work, or anywhere else.14 
Citizens across England and Wales are now spending 
more time than ever before online,15 and this devel-
opment has meant that an ever-increasing amount 
of private information is uploaded to the Internet. 
It is now quick and easy to upload a photograph or 
other pieces of personal data about oneself or others 
to a Web site,16 and this has gradually become a norm. 
Social media usage was at an “all time high” at the end 
of 2018, with 83% of adults in the UK now operating 
a social media account.17

People are uploading personal and private data 
to the Web in order to improve their job prospects 
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(for example, by using LinkedIn), their sex lives 
(Tinder and Grindr) and their social and family lives 
(Facebook and Instagram).18 All of these sites are free 
and have a large amount of members.19 Alongside the 
rise of social media, the Internet is now seen as a safe 
space where personal data can be stored on Web sites 
such as Dropbox.20 Corporations have also created 
news “apps,” which deliver breaking news headlines 
directly to linked smartphones and tablets, often free 
of charge.21 As digital reportage has instantaneous 
global reach, in the event that expression (which 
may include images) is promulgated which relates to 
a private individual, more people now than ever may 
access it.

These advances have heralded the increased risk 
of privacy infringement, through third parties viewing 
or accessing the personal data of others online.22 Users 
are now uploading personal information to the Web 
at various different ages, and later in life may wish to 
rescind previous disclosures. Take the situation where, 
for example, data subject “Jane” uploaded personal 
information to a social media site when she was study-
ing at university, including pictures of raucous nights 
out with housemates. Jane, although able to delete 
the pictures from her own personal Web page, may 
have lost control over this information; other friends 
may have uploaded similar photographs who she has 
since lost touch with, or third parties may have re-
uploaded Jane’s pictures.23 Access to this informa-
tion may be detrimental to her employability, as it is 
increasingly commonplace for employers to search the 
Web during a candidate selection process.24 It should 
be emphasized that an individual’s privacy is at risk 
through third parties uploading personal information 
about them to a worldwide audience online. Potential 
disclosures can range from benign to distressing. 
Information may also appear innocuous when it is 
not; images may reveal that a person was actually at 
a certain location at a particular time when they told 
friends and family they were elsewhere, leading to the 
breakdown of relationships.25 People from different 
cultures and personal backgrounds may also perceive 
disclosures with different levels of severity; for exam-
ple, if someone was a recovering alcoholic or was part 
of a strictly observant Muslim family they may view 
a picture online of them drinking alcohol as damag-
ing to their reputation whereas someone else may not. 
Aside from reputational issues, personal information 
online has hindered individuals’ ability to “move 

on” and forget—this is concerning as the ability of 
someone to put their past behind them is crucial to 
their future development.26 Mayer-Schönberger in 
particular has called for increased global regulation 
over private information on the Internet.27 As it is 
a substantive erasure mechanism, the RTBF may be 
the first step in the right direction for individuals in 
regaining control over their personal data online—if 
it is interpreted correctly.

3. THEORETICAL 
JUSTIFICATIONS FOR FREEDOM 
OF EXPRESSION

At this point, it is important to consider theo-
retical justifications for free speech, as this gives some 
context for later discussion regarding the RTBF’s 
expression exceptions. It will be argued below that 
the most prevalent and traditional rationales support-
ing expression28 have little application to (and are 
not generally facilitated by) the disclosure of personal 
data online. Therefore, this article argues that Article 
17(3)(a)’s free expression and journalism exceptions:

i. must not be interpreted excessively broadly in 
order to account for concerns over censorship 
online and;

ii. provide a “safety net” whereby legitimate speech 
in the public interest can, in certain situations, 
override a deletion request.

Four traditional justifications for freedom of 
expression will now be addressed.

3 .1 FREEDOM OF EXPRESSION IS 
ESSENTIAL FOR THE PURSUIT OF TRUTH

Perhaps the most prevalent rationale underpin-
ning freedom of expression is the notion that if speech 
is unrestricted and all voices are heard, the truth 
about a given matter will emerge.29 This theory was 
proposed by John Stuart Mill,30 and was adapted by 
US Supreme Court Judge, Oliver Wendell Holmes. 
Holmes argued that this “social Darwinism”31 helps 
expose the falsities advanced by large corporations 
or the government.32 Additionally, if individuals’ 
views are heard, then people are less likely to upset 
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established order.33 The truth justification assumes 
that the pursuit of truth is inherently a good thing 
that benefits society at large.

This expression theory can be subject to several 
criticisms. Firstly, it can be difficult for an individual 
to perceive accurate “truths” when viewing selected 
pieces of speech or information.34 For example, a pho-
tograph may convey certain objective factual truths 
(such as where the photograph was taken) but such 
pictures often lack requisite context.35 Secondly, this 
justification appears to make the assumption that all 
speech has equal value as it promotes the finding of 
generalized truths.36 This aspect of the theory is prob-
lematic as it does not differentiate between data which 
has fundamental societal significance and mundane 
pieces of personal data. The publication and subse-
quent discussion of the “truths” of banal private infor-
mation serves as a distraction from valuable public 
discussion of legitimate general interest.37 Academics 
such as Greenawalt have suggested that restricting cer-
tain types of speech in particular circumstances can be 
helpful to find truth38 as this can help refocus society 
on issues of pivotal importance.39

3 .2 FREEDOM OF EXPRESSION 
FACILITATES A FLOURISHING 
DEMOCRACY40

This consequentialist speech justification is 
relied on extensively by the Strasbourg, English and 
US courts41 as well as prominent legal academics. 
Meiklejohn advanced the argument that the First 
Amendment’s value was in its ability to facilitate polit-
ical process.42 Brandeis argued that all citizens should 
participate in a democracy43 and in order to facilitate 
a functioning democratic government there must be 
unbridled discussion of political issues.44 In respect 
of the role of the media in exercising free expression, 
Lord Justice Ward in K v NGN stated that “unduly 
to fetter their freedom to report as editors judge to 
be responsible is to undermine the pre-eminence of 
the deserved place of the press as a powerful pillar of 
democracy.”45 A rationale for this justification is that 
the more political debate that occurs, the better edu-
cated the electorate will be regarding politics.46 The 
justification was discussed during the prominent US 
defamation case of New York Times Co. v Sullivan.47 
Bollinger has observed that Meiklejohn’s writings 

had a significant impact on the judgment in the case, 
the decision emphasizing that freedom of the press is 
necessary for the public to fully engage in the politi-
cal process.48 The justification is also related to the 
negative free expression theory of “distrust of govern-
ment”: free speech stops a government from censoring 
radical ideas for reasons of bias.49

Despite this theory’s prominence, the amount of 
speech it can apply to is limited. Barendt argues that if 
its role in protecting democracy is the right’s foremost 
justification, this only extends to information which 
facilitates the general public in holding the govern-
ment to account;50 in other words, political infor-
mation.51 Redish concurs and observes that despite 
academic assertion that the First Amendment is con-
cerned with protecting political speech, many forms 
of non-political speech fall under the remit of its pro-
tection.52 By way of comparison, Strasbourg “ranks” 
what degree of Article 10 protection particular speech 
should enjoy, with political speech receiving the 
most significant degree of protection.53 Many differ-
ent forms of political action can also assist democracy, 
rather than just expression.54 Baker has argued that 
unbridled free speech can in fact unseat established 
democratic order and cause ructions in society, par-
ticularly in relation to highly offensive speech.55

3 .3 FREE SPEECH IS NECESSARY FOR 
INDIVIDUAL AUTONOMY

Thirdly, the “free speech as autonomy” justifi-
cation for expression argues that individuals should 
have a right to decide what they see, hear and say as 
this is a crucial aspect of human autonomy and free 
speech facilitates this (regardless of whether this will 
have a positive effect on their life). This is “self-gover-
nance.”56 As with the above two justifications, limita-
tions apply to this theory. Firstly, Greenawalt argues 
that the notion of autonomy is expressly difficult to 
quantify or monitor.57 To measure individual auton-
omy one must presuppose that there is an objective 
ideal, whereas in practice autonomy may be subjective 
to the person in question. For example, what some-
one who is a resident in Saudi Arabia may consider 
to be a life with a high level of individual autonomy 
may be different to that of someone resident in the 
UK or US. Furthermore, the expression as autonomy 
justification conflicts with the theory that the right to 
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privacy allows for individual autonomy and dignity.58 
In essence, autonomy can be achieved both by effec-
tive self-governance over what one speaks, reads and 
writes as well as the ability to seclude oneself, allow-
ing an individual to experiment and develop (socially 
or artistically) away from the watchful eyes of others.59 
This leads to a fundamental conflict of interests.60

3 .4 FREE SPEECH AS NECESSARY FOR 
SELF-FULFILMENT/DEVELOPMENT

“Free speech as enhancing self-fulfilment” claims 
that free expression has a positive effect on an individ-
ual’s life as access to certain speech can mean the per-
son “flourishes.”61 The theory is if people are exposed 
to information relating to various life choices, they 
are increasingly likely to make informed (and there-
fore better) decisions in life themselves.62 A similar 
criticism to that which was made above in relation 
to autonomy can be made of the speech as promoting 
self-development justification. Wragg has noted that 
justifications in favor of protecting privacy and justifi-
cations for protecting free expression (on the grounds 
of self-development) often contradict one another. 
When they do, academics such as Wragg argue that 
the judiciary ought to prioritize freedom of expression:

Although every member of public is both a  
consumer and potential source of news, the  
chances of the latter happening are  
considerably less than the former such that it  
may be said that society’s greater interest is in  
consumption and, therefore, this should be  
reflected in the court’s treatment of the  
benefits-to-self argument.63

Due to the rise of the digital age, the likelihood 
of a data subject’s personal information being dis-
seminated online is now high. As a result of this, the 
self-development rights of receivers of information are 
increasing but the privacy and dignity rights of those 
whom the information is about are decreasing. Due to 
this (and contrary to Wragg’s argument), it is argued 
here that this trend should be reflected in privacy 
caselaw in the sense that consequentialist arguments 
for the protection of privacy should be taken as the pre-
vailing account when this conflicts with the narrative 
of expression as self-development. Arguments around 

the prioritization of privacy rights will be developed in 
more detail later in this piece.

The core notion of speech as supporting indi-
vidual self-development has been questioned by 
academics such as Baker. Baker makes three strong 
propositions in this regard, which can be summarized 
as such:

i. individuals can effectively “self-rule” without 
access to an uninhibited flow of information;

ii. information-flow is not the only factor that 
enables self-rule and;

iii. information “overload” can actually inhibit 
self-rule.64

The first of these stipulations seems to support the 
argument outlined above that when consequentialist 
arguments in favor of privacy and self-development 
justifications for the importance of speech conflict, 
privacy rights should prevail. Essentially, Baker argues 
that “good” life decisions can be made by individuals 
without unfettered access to unlimited expression. For 
example, a person’s anecdotal and personal life experi-
ence can provide a platform on which to make judg-
ments. Secondly, he appears to suggest that individual 
self-development is comprised of more than just access 
to a broad degree of expression. Finally, he notes there 
is such a thing as having too much information with 
which to make a decision.

The aim of this theoretical subsection has been to 
give an overview of the key justifications behind the 
continued importance given to freedom of expression 
in jurisprudence of both the English and Strasbourg 
courts. Due to the limiting factors discussed above, 
each of these justifications often does not apply to 
private (and often mundane) personal information 
disclosed on the Internet. This must be borne in mind 
when examining the GDPR’s expression exemptions 
and the privacy-expression balancing exercise which 
must be undertaken by the courts in the event that 
that one of these exemptions is relied upon.

4. THE TEXT OF THE RTBF AND 
ITS FREEDOM OF EXPRESSION 
EXCEPTIONS

Before this piece evaluates various expression 
“balancing factors” and their relevance to the RTBF 
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and its exemptions, it is important to lay out the rel-
evant text of the GDPR. Recital 65 notes that the 
right to freedom of expression will be the most signifi-
cant exception to Article 17 (justifying the retention 
of data). Article 17 reads as follows:

1. The data subject shall have the right to obtain 
from the controller the erasure of personal data con-
cerning him or her without undue delay and the 
controller shall have the obligation to erase per-
sonal data without undue delay where one of the 
following grounds applies:

(a) the personal data are no longer necessary in 
relation to the purposes for which they were 
collected or otherwise processed;

(b) the data subject withdraws consent on which 
the processing is based according to point (a) 
of Article 6(1), or point (a) of Article 9(2), 
and where there is no other legal ground for 
the processing;

(c) the data subject objects to the processing 
pursuant to Article 21(1) and there are no 
overriding legitimate grounds for the pro-
cessing, or the data subject objects to the 
processing pursuant to Article 21(2);

(d) the personal data have been unlawfully 
processed;

(e) the personal data have to be erased for com-
pliance with a legal obligation in Union or 
Member State law to which the controller is 
subject;

(f) the personal data have been collected in 
relation to the offer of information society 
services referred to in Article 8(1).65

In relation to Article 17(1)(b), an erasure right 
could become engaged in a scenario where consent to 
processing has initially been given by a data subject 
and subsequently revoked, with no time limit in oper-
ation.66 A subject may withdraw consent to processing 
they have previously given under Article 6(1)(a): “the 
data subject has given consent to the processing of his 
or her personal data for one or more specific purposes” 
or Article 9(2)(a), which is akin to Article 6(1)(a) 
but applies to “special categories” of personal data.67 It 
must be noted that revoking consent will only gener-
ate a deletion request under Article 17 where there is 
no other lawful ground for processing, which can in 

turn depend on whether data is deemed “sensitive.” 
As Brimblecombe and Phillipson put it:

…withdrawal of consent grounds a claim 
only where the previous consent of the data  
subject was the sole lawful basis for processing 
the data. Thus for “ordinary data”, the con-
troller could rely instead on their “legitimate 
interests” (unless overridden by the privacy 
interests of the data subject) as a lawful basis 
for processing. If the data is “sensitive” within 
the meaning of Article 9, the controller could 
seek to rely on a deliberate decision by the data 
subject to make the data public in the past, 
such as posting it to a public website as the 
basis. If this condition was found to be made 
out, then withdrawal of consent per se would 
not appear to ground a deletion request.68

Indeed, section 9(2)(a) states that a prohibition on 
the processing of special category data does not apply if 
“the data subject has given explicit consent to the pro-
cessing of those personal data for one or more specified 
purposes”69 and 6(1)(a) states that data processing is law-
ful if “the data subject has given consent to the process-
ing of his or her personal data for one or more specific 
purposes.”70 Sartor has aptly observed that under (1)(b) 
processing only becomes unlawful after a data subject has 
withdrawn their consent and notified a controller.71

Although this article has and will argue for the 
need to afford greater protection to online privacy, it 
must be noted that in certain situations freedom of 
expression should prevail over privacy rights. This 
applies to erasure claims brought under Article 17. As 
discussed above, the RTBF contains several exceptions 
a data controller can rely upon in order to negate their 
obligation to delete personal data, one of which relates 
to freedom of speech online. Article 17 states that 
“Paragraphs 1 and 2 shall not apply to the extent that 
processing is necessary…(a) for exercising the right of 
freedom of expression…”72 The importance and extent 
of this freedom of expression exception to the right 
to be forgotten remains to be seen. It suggests that, 
when the exemption is invoked, a balancing exercise 
will have to be undertaken between the privacy rights 
of a data subject and freedom of expression. A related 
but separate exemption is contained within Article 
85 of the GPDR and fleshed out in Schedule 2, Part 
5 of the Data Protection Act 2018—the journalistic 
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exemption. In order to rely on the journalistic exemp-
tion, a much more specific set of criteria must be sat-
isfied on the part of a controller. The “test” for this 
exemption can be summarized as such:

i. the personal data must be processed with the 
intention to publish the information as journalistic 
material;73

ii. a controller’s reasonable belief that doing so is in 
the public interest;74

iii. a controller’s reasonable belief that applying the 
relevant GDPR principle would hinder this jour-
nalistic motive;75

iv. A controller must be aware of relevant privacy 
codes and follow them explicitly.76

This article will consider expression arguments 
that could be used by defendant controllers in order 
to rely on either exception. It is crucial that an appro-
priate balance is struck between ensuring robust data 
protection and the maintenance of important speech 
online.

5. THE RELEVANCE OF 
STRASBOURG JURISPRUDENCE 
TO THE GDPR

It is important to explain why this article adopts 
a human rights framework for its analysis.77 Firstly, it 
is wise to look to Strasbourg for inspiration in terms 
of the RTBF’s interpretation in England and Wales, as 
the impact of future Court of Justice of the European 
Union (CJEU) caselaw on the RTBF is uncertain due 
to the UK’s exit from the European Union.78 Section 
6(2) and 6(3) of the EU (Withdrawal) Act 2018 state 
that CJEU caselaw (dated until the point of with-
drawal of the UK from the EU) could have influence 
on UK courts, but caselaw issued by the court after 
“Brexit” may only continue to have influence in the 
future, section 6(2) stating:

a court or tribunal may have regard to anything 
done on or after exit day by the European Court, 
another EU entity or the EU so far as it is rele-
vant to any matter before the court or tribunal.79

Additionally, section 6(4) notes that “the 
Supreme Court is not bound by any retained caselaw.”80 

This is in contrast to Strasbourg caselaw, which will 
have continued relevance to the decisions of English 
courts under the Human Rights Act 1998.81 Secondly, 
as referenced in this piece’s introduction, the right is 
relatively new and there has been little direction on 
it from any court. The case of Google Spain is perhaps 
to date the most high-profile judgment on the RTBF, 
despite the fact that it was decided before the GDPR 
was enforced across Europe.82 The guidance offered in 
the case is limited as the matter predominantly turned 
on the liability of search engines.83 In the English 
courts, caselaw on the RTBF is also as yet in short sup-
ply as there has been only one detailed judgment from 
the High Court directly on the matter, NT1 and NT2 
v Google84—again, decided under the scheme of the 
“old” regime of the 1995 Data Protection Directive and 
the Data Protection Act 1998. Because of this lack of 
authority, the English courts (as well as courts in other 
jurisdictions) may look to the Strasbourg Court and its 
abundance of jurisprudence on privacy-expression bal-
ancing for inspiration. Strasbourg precedent is also rel-
evant due to the relationship between the ECtHR and 
the CJEU. There is a significant amount of goodwill 
between both courts, with meetings between both sets 
of judiciary taking place and both often cross-referenc-
ing one another’s decisions.85 A final, compelling, rea-
son that Strasbourg jurisprudence is relevant to Article 
17 and its exemptions is the parallel rights to privacy 
enshrined within the ECHR (present in Article 8) and 
the Charter of Fundamental Rights of the European 
Union (Article 7).86 The EU’s Charter is “complemen-
tary” to that of the ECHR,87 and when Charter and 
ECHR rights align, the Charter states that the mean-
ing and scope of both are to be taken to be the same.88 
As privacy is such an overlapping right, Strasbourg 
jurisprudence is relevant to the English and European 
courts’ formulation of Article 17—a data right which 
facilitates privacy on the Web.

6. ANALYSIS OF STRASBOURG’S 
ARTICLE 10 JURISPRUDENCE 
AND ITS APPLICATION TO THE 
RTBF AND ITS FREE EXPRESSION 
EXEMPTIONS

The “public interest” is the most frequently 
cited balancing principle that the ECtHR employs 
when evaluating the strength of an Article 10 claim, 
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and, in the eyes of the English courts, a “decisive 
factor.”89 As noted above, intended publication in 
the public interest is a requirement to rely on the 
Data Protection Act 2018’s journalism exemption. 
Indeed, the notion of publication in the public inter-
est dominates expression jurisprudence. Despite its 
prevalence, the notion of public interest and how it 
balances against privacy rights is notoriously difficult 
to define.90 The ECtHR has adopted both expansive 
and constrictive approaches to what it deems a mat-
ter of public interest and, as a result, the Strasbourg 
Court’s precedent on this matter can appear contra-
dictory. In Sæther v Norway the Court stated that the 
life of a popular performing artist would be a matter 
of public interest:

The definition of what constitutes a subject 
of general interest will depend on the circum-
stances of the case. The Court nevertheless  
considers it useful to point out that it has  
recognised the existence of such an interest 
not only where the publication concerned 
political issues or crimes, but also where it con-
cerned sporting issues or performing artists…91

Yet in Von Hannover v Germany (No.2) the court 
adopted the opposing view in relation to famous sing-
ers, stating that “…the rumoured marital difficulties 
of the President of a country or the financial difficul-
ties of a famous singer were not deemed to be matters 
of general interest…”92

In Von Hannover v Germany the Strasbourg 
Court delivered a well-reasoned judgment in find-
ing there was not a legitimate or overriding public 
interest in relation to pictures of Princess Caroline 
of Monaco which depicted the Princess going about 
her daily life.93 The Court stated this was due to the 
fact that Caroline was not engaged in any official 
function while the photographs had been taken, and 
the images relatedly solely to her personal life.94 In 
Von Hannover v Germany (No.2) the ECtHR, how-
ever, adopted a position less favorable to Caroline’s 
privacy rights. Here the Court held that the Princess’ 
Article 8 rights were trumped by the public interest 
in a magazine article detailing that her father, Prince 
Rainier, had been ill. The Court held that since the 
Prince was a member of a royal family he thereby 
garnered much attention and importance in the eyes 
of the public, his ill health a prominent “event of 

contemporary society.”95 Therefore, certain photo-
graphs relating to this matter could be published.96 
The position of the Court in this regard has been 
rightly criticized, with Phillipson arguing there was 
a tenuous link between the public interest value 
within the article and the selected pictures that 
the Court deemed protected by Article 10.97 The 
Court, however, found that other photographs of the 
Princess’ family within the article, unrelated to this 
matter, did not generate a legitimate public interest 
as they were for “entertainment purposes alone” and 
should be suppressed.98

In Von Hannover v Germany (No.3), the 
Strasbourg Court appeared to further distance itself 
from its strong protection of Article 8 rights in Von 
Hannover v Germany and adopted an unduly broad 
approach with regards to what constitutes a mat-
ter of legitimate public interest. Here the Court 
found that publication of an article discussing the 
holiday home of Princess Caroline and her husband 
(alongside pictures of the family) was protected 
under Article 10, despite the fact the article con-
tained seemingly banal information relating to the 
price and furnishings of the property.99 Although 
such a piece may generate mild curiosity in some 
members of the public, it is more difficult to envis-
age how such an article could constitute a matter 
of legitimate or important public interest. Phillipson 
argues that a shift occurred in the ECtHR’s judg-
ments between Von Hannover Nos. (1), (2) and 
(3) towards expanding what it deemed to be in the 
public interest to disclose.100 This Strasbourg trend 
towards a wide definition of the public interest will 
not work in favor of enforcing a comprehensive 
right to be forgotten, if this is adopted by the English 
or European courts. If the ambit of Article 17(3)
(a)’s expression exception or journalism exemp-
tion is construed widely this would rid the erasure 
right of its power to reinstate privacy and forget-
ting, as deletion requests may often be trumped by 
an (albeit marginal) aspect public interest in the 
personal information concerned. More recently, 
there is some evidence to suggest that Strasbourg 
jurisprudence may be altering again in order to take 
into account the changing nature of privacy rights 
in the Internet age. In May 2016 the judgment of 
Fürst–Pfeifer v Austria101 was issued. The case con-
cerned the Article 8 rights of a claimant regarding 
an article distributed about them (both on paper 
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and online). Dissenting Judges Wojtyczek and 
Kūris observed that:

there must be growing awareness of the 
increasingly pressing need to ensure more 
effective protection for personality rights, 
in particular privacy rights, vis – à – vis a  
progressively all – powerful media, acting 
under the aegis of “public interest”.102

Both judges went on to note the potential of the 
modern media to “mushroom its intrusions into indi-
viduals’ privacy”103 and emphasized European reli-
ance on the right to be forgotten to uphold privacy 
rights.104 Whether this heralds a changing trend in 
ECtHR privacy precedent remains unclear, particu-
larly in light of the fact that Judges Wojtyczek and 
Kūris’ opinions were in the minority, the majority of 
the court in the case deciding to uphold Article 10 
interests.105

The evidence of an unduly broad approach to 
what constitutes the public interest is perhaps more 
prevalent in English rather than Strasbourg jurispru-
dence. For example, within the judgment of Goodwin 
v News Group Newspapers the English courts declared 
it was in the public interest to know that the married 
CEO of a bank had embarked upon a romantic affair 
with a colleague, despite the fact that he was not a 
well-known public figure and the nature of the infor-
mation was inherently intimate.106 Wragg notes that 
it appears that English courts often adopt the position 
that if there is some aspect of a public interest in the 
personal data at issue this automatically overrides a 
competing privacy claim.107 Therefore the courts’ 
assessment stops at this juncture, rather than going 
on to further consider the weight of the public inter-
est involved, such as its contribution to an important 
debate108 and then balancing this against the strength 
of the privacy claim. The end result of this is that the 
English judiciary has adopted a skewed interpreta-
tion of ECtHR jurisprudence as to what constitutes 
the public interest.109 This lack of balancing between 
rights serves as an example of what should not continue 
when the courts’ interpret Article 17 and its freedom 
of expression exception and journalism exemption. 
The purpose of an introduction to a deletion right in 
Europe (and the UK, including the Data Protection 
Act 2018) is to enhance privacy rights for individu-
als over their personal data online.110 If any degree 

of public interest as generated means that expression 
automatically prevails over an erasure request in this 
manner the efficacy of the right to be forgotten will be 
substantially reduced.

What constitutes the public interest is a fraught 
legal area, and in order to determine whether a pub-
lication is legitimately in the public interest, several 
“balancing factors” can be extracted from the English 
and Strasbourg caselaw as a guide. The next part of 
this article will analyze various sub-factors of the pub-
lic interest; in other words, arguments which indicate 
when dissemination of private information may fur-
ther social goals and how they can be used to interpret 
Article 17’s (3)(a) exception and journalism exemp-
tion. Five factors will now be discussed in turn.

6 .1 ACCOUNTABILITY OF INDIVIDUALS 
IN PUBLIC OFFICE: THE PRESS AS A 
WATCHDOG

Perhaps one of the most long-standing and well-
known subcategories of information in the public 
interest is private data exposing wrongdoing or incom-
petence in public office, the publication of which holds 
those in power to account, with the media acting as 
a “watchdog.”111 In other words, free speech works to 
trump privacy-related interests in order to uncover 
corrupt or incompetent officials.112 This sub-factor 
relies on two central justifications. Firstly, as Baker 
observes, it operates as a deterrent: “this function 
involves both the media’s power to expose govern-
mental misdeeds and its ability to deter those mis-
deeds by increasing the likelihood of exposure.”113 
Secondly, the press acting as a watchdog can promote 
the best usage of public resources. If a person in public 
office is not performing their role in an appropriate 
manner114 resources can be reallocated accordingly, 
the officer’s employment terminated and reform 
addressed.115 The idea of the press as a watchdog 
finds authority in both ECtHR and English jurispru-
dence.116 An example of this sub-factor in operation 
is present in the case of Krone Verlag GmbH & Co. 
KG v Austria, where the Strasbourg Court afforded 
Article 10 protection to a journalistic piece expos-
ing a member of the European Parliament who had 
unjustly enriched himself by claiming a teacher’s sal-
ary;117 the Court noting that this was clearly a matter 
of public interest.118
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a . The Press as a Watchdog’s Application to 
the Interpretation of Article 17(3)(a) and the 
Journalistic Exemption

In order to understand the extent of the press as 
a watchdog factor and its application to Article 17, 
it is important to clarify whom the courts consider 
to be an individual performing an official function. 
The distinction between a celebrity and someone 
who performs an official function appears to be that 
the former is someone well known to the general 
population and the latter is a person whom exer-
cises authority on behalf of the state. The Strasbourg 
Court has held that as Princess Caroline does not 
hold a position of responsibility for the state of 
Monaco, she is not in public office.119 Conversely, 
in a broader reading of the watchdog principle in the 
English case of Trimingham, Mr Justice Tugendhat 
found that the claimant was not a “purely private 
person” because she:

i. worked for someone who wished to be democrati-
cally elected;

ii. that person was asking voters to trust them;
iii. she was a “spin doctor.”120

The English courts extend this notion of author-
ity to not only those who hold office, but those who 
are running for office and their aides.121 This read-
ing of what constitutes an authority figure was also 
demonstrated in the 2018 case of NT1 and NT2,122 
the first “right to be forgotten” delisting-request 
case heard in the English courts.123 In the case, Lord 
Justice Warby noted that Article 29 Data Protection 
Working Party suggested an expansive definition of 
“public figure” in their guidance: “individuals who, 
due to their functions/commitments, have a degree 
of media exposure.”124 Lord Justice Warby held that 
because “NT1” was a businessman, he was therefore 
classed as a public figure—he was also known to the 
public because of his fall from grace (his criminal 
conviction). Lord Justice Warby felt this tipped the 
balance in favor of the continued disclosure of per-
sonal data, as the balancing factor acts as a disincen-
tive for improper conduct.125 He reasoned this despite 
the fact that NT1 did not formally hold a public 
office—rather, he was involved in private business 
ventures.126 The ECtHR also holds there are differ-
ent acceptable levels of personal scrutiny depending 
upon type of office:

…civil servants acting in an official capacity 
are, like politicians, subject to wider limits of 
acceptable criticism than private individuals.  
However, it cannot be said that civil ser-
vants knowingly lay themselves open to 
close scrutiny of their every word and deed to  
the extent politicians do.127

Hughes has noted that Strasbourg caselaw deems 
a public figure to include “businessmen, journalists 
and lawyers, well-known academics, as well as other 
persons who have a ‘position in society’ or have 
‘entered the public scene’ rendering the scope of its 
application difficult to predict”—indeed, this is a 
seemingly broad list.128

The idea of the press as a watchdog could become 
relevant to an erasure claim under Article 17 if the 
data subject holds public office or is in a position 
of comparable influence in the private sector.129 It 
is submitted here that the watchdog function of the 
public interest should only be applied to those who 
have genuine positions of importance or signifi-
cance to society at large although they do not have 
to be exclusively elected officials—as distinctions 
between who or who is not a public figure are not 
“binary”130 or clear cut. To avoid a slippery slope of 
expansion, it, however, is argued that in order to 
hold someone is a public figure (and therefore free-
dom of expression with regards to their information 
is more likely to win out in a privacy-expression 
balancing exercise) there should be a tangible 
link between the private behavior disclosed and 
a legitimate impact on the public; otherwise, the 
public interest factor could cover an ever-increas-
ing amount of individuals. If this were to happen, 
the factor would be used as a mere tool to extend 
the public interest argument, even in the event 
there was little meaningful in the activity that 
the press was “watching over.” By way of example, 
the English Court’s extension of the definition of 
“public office” in Trimingham to those who work for 
someone who is attempting to become democrati-
cally elected is illogical and over-inclusive.131 If the 
English Court’s reasoning in the case was applied 
to the right to be forgotten’s 17(3)(a) exception or 
journalism exemption, any person who has a pro-
fessional (or perhaps even personal) relationship 
with an individual who is campaigning to hold an 
official function may not be entitled to secure the 
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removal of their information.132 It is clear to see 
that this catchment area is unduly broad in scope, 
as it reduces privacy rights by virtue of association.

This factor could have relevance to Article 
17(3)(a) or the journalism exemption insofar as 
the data concerned relates to a person’s suitability 
for public office or their behavior while performing 
that role. It, however, is important to consider that 
individuals (including the electorate) may have 
varying opinions as to what constitutes personal 
information having a bearing upon a person’s fitness 
for public office. For example, a particularly conser-
vative or religious voter might feel that the fact a 
politician is homosexual would be relevant to their 
suitability for being an MP. Therefore, it is submit-
ted that there must be a direct link between the offi-
cial function of a public office (or private-sector 
role of equivalent importance) and the personal 
information in question. Such information may 
expose particular tensions between the personal 
life of the person concerned and the performance 
of their job. This position is somewhat supported by 
the ECtHR in Von Hannover v Germany (No.2) and 
Standard Verlags.133 The Strasbourg Court suggested 
that if private information has a bearing on the 
ability of the person in question to perform their 
official function, then it ought to be disclosed.134 
As Matthieson and Barendt note, in order to justify 
such a personal intrusion, there must be a direct con-
nection between that aspect of an individual’s private 
life and the performance of their public function or 
political role.135 The Strasbourg Court elaborated 
upon this issue in Verlags, suggesting that a person’s 
sexual life would seldom be considered relevant to 
their ability to do their job, other than in specific 
circumstances.136 Such a circumstance may arise if 
the individual was an MP seeking to erase informa-
tion about a romantic relationship that created a 
conflict of interests in their parliamentary role.137 
This approach echoes the US courts’ distinction 
between “general” and “limited” public figures. 
Under the assessment of the American courts, the 
publication of private information relating to a lim-
ited public figure is only permissible if it relates to 
aspects of their private lives associated with their 
reason for fame or public office.138 In this capacity, 
the watchdog principle has a certain degree of rel-
evance towards data subjects in public office pursu-
ing erasure requests.

6 .2 THE PUBLIC INTEREST IN PRIVATE 
INFORMATION AS GIVING AN ACCOUNT 
OF A PARTICULAR MODE OF LIVING

This factor states that a substantial flow of per-
sonal information in general is valuable as this gives 
accounts of particular modes of living, allowing an 
observer to “personalise” a range of topics. Zimmerman 
summarizes the notion by stating: “all information is 
potentially useful in some way to the public in form-
ing attitudes and values. Thus every communication 
is arguably privileged.”139 Founder of the US privacy 
torts, Prosser, believed that there is a correlative 
increase between the amount of personal information 
an individual has access to and the productivity in life 
choices they themselves are able to make.140 The idea 
behind this is that if a person is exposed to alternative 
styles of living, their judgment improves with regards 
to decisions in their own personal lives—as they have 
a greater wealth of knowledge and experience to draw 
upon.141 Raz clarifies this factor’s theoretical basis:

i. [it serves] …to familiarize the public at large  
with ways of life common in certain segments  
of the public…

ii. …to reassure those whose ways of life are being 
portrayed that they are not alone, that their  
problems are common problems, their  
experiences known to others...

iii. [it serves] as validation of the relevant  
ways of life. They give them the stamp of  
public acceptability.142

The central downfall of this factor is that it is 
overinclusive.143 Its rationale fails to place any limi-
tations on the amount or type of personal informa-
tion disclosed about an individual in order to give a 
lifestyle account. As Elwood observes, it has tradi-
tionally been argued by “pro-outing”144 activists that 
exposing a person as gay serves as an important mes-
sage to society; the message being that alternative 
sexualities other than heterosexuality exist.145 This, 
however, fails to take into account the consent of the 
person in question to having their sexuality broad-
casted publicly. It is important to note that through-
out the 1960s to the 1980s many people suffered as a 
result of a trend in non-consensual “outing,” particu-
larly financially through loss of work and personally, 
through estrangement by their friends and families.146 
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Indeed, the modes of living factor’s central failure is its 
lack of meaningful consideration of the needs, desires 
or harms done to an individual on publication of their 
private facts—and the assumption that the benefits of 
revealing that private information are more important 
for society at large. This does not respect the personal 
autonomy and dignity of a data subject, which can be 
manifested in a decision to make only certain details 
about themselves public and the important need for 
seclusion.147

A further justification for this balancing factor 
is that exposure to different lifestyle choices helps 
facilitate change to cultural traditions and the accep-
tance of new forms of living.148 This theory behind 
the factor is also problematic as it does not take into 
account the opportunity for individual self-reflec-
tion that privacy allows, or the need for a person to 
be able to experiment with different lifestyles away 
from the public eye.149 Zimmerman makes a vague 
argument to support this balancing factor, stating 
that in order for society to function it is necessary for 
citizens to know information about one another.150 
Zimmerman does not detail the quantity or content 
of information that she encompasses in her state-
ment. This is indeed true to an extent; it is necessary 
for an individual to disclose certain pieces of personal 
information to particular individuals in their daily 
lives. For example, a person would tell their milk-
man whether they prefer to drink whole or skimmed 
milk and would likely disclose to their best friend if 
they were recently bereaved. In such situations, an 
individual, however, has informational control over 
who they tell, and what they tell them. Conversely, 
if a person’s private details are published in a news-
paper or disclosed online by a third party then this 
is often absent of the individual’s genuine consent. 
Zimmerman also fails to address that most personal 
information is relatively banal with no bearing upon 
the fabric of society.151

a . Giving an Account of a Particular Mode of 
Living’s Application to the Interpretation of 
Article 17(3)(a) and the Journalism Exemption

Little heed should be given to this factor by the 
domestic courts when seeking to establish the limits of 
Article 17’s freedom of expression exception or jour-
nalism exemption. The central justification that this 
balancing factor invokes152 is a weak one. To criticize 
the factor on its own terms, there are many different 

ways that the public (or an online audience) can learn 
about alternative modes of living other than reading 
private exposés online.153 Many forms of media con-
tain information about different lifestyles and habits 
of living, including (but not limited to) books, music, 
plays, poems, and historical events. There are also 
many individuals who choose to continuously and 
voluntarily disclose facts about their personal lives. 
A contemporary example of the latter is American 
former Olympian and reality television star Caitlyn 
Jenner who underwent a gender transition in 2015 
while filming a documentary to chronicle her new 
life.154 Brimblecombe and Phillipson have also noted 
that there has been a “boom” in personal diary blogs 
online that are publicly accessible, often with anony-
mized authors.155

Aside from critique of the argument on its princi-
ples, it can also be said that the factor supports draco-
nian invasions of privacy. Application of this factor to 
the interpretation of the right to erasure would yield 
concerning results: it could be argued that any per-
sonal information online should remain accessible in 
order to make Internet users feel secure in their own 
lifestyles or to improve their ability to make successful 
decisions regarding their habits of living. This factor 
represents an example of how the notion of “publica-
tion in the public interest” has been stretched.156 It 
uses the premise that even intimate private informa-
tion should be shared, regardless of the unduly harm-
ful negative impact on a data subject, simply because 
it gives a lifestyle “account.” This manifestly incor-
rect interpretation of the public interest conflicts with 
ECtHR precedent, in the sense that this interpreta-
tion of the public interest seemingly does not consider 
reputational interests of data subjects. The Strasbourg 
Court has noted that negative effects on a party’s 
reputation would give rise to a heightened claim to 
privacy and such interests must be balanced against 
the right of the public to be informed of an issue in 
contemporary society.157 In Hachette Filipacchi Associés 
v France, the ECtHR sought to emphasize that the 
impact on an individual and their family of having 
private information distributed is a crucial consider-
ation when balancing Article 10 interests against an 
Article 8 claim.158 Furthermore, in the cases of Lindon, 
Otchakovsky-Laurens, and Bladet Tromsø the Court 
stated that the reputation of others is a legitimate jus-
tification in restricting expression under Article 10(2) 
ECHR.159



www.manaraa.com

A p r i l  2 0 2 0  J O U R N A L  O F  I N T E R N E T  L A W

21

6 .3 THE ROLE MODEL ARGUMENT AND 
CORRECTING FALSE IMPRESSIONS

Two further Article 10 balancing factors will now 
be discussed in tandem: the role model argument and 
correcting false impressions. These are two frequently 
referenced balancing factors in English and Strasbourg 
privacy caselaw,160 which, if present in an action, 
often tip the scale in favor of disclosure of personal 
information. Firstly, the “role model” argument con-
tends that if a person is a figure of leadership or some 
degree of importance in society, personal information 
regarding their transgressions ought to be published 
in the public interest. Secondly, the “correcting false 
impressions” factor states that if an individual has been 
seeking to project a misleading image of themselves 
to society, personal information which reveals this 
should be published in the public interest. It could be 
said that these factors both relate to the pursuit of truth 
freedom of expression theoretical justification. These 
factors and their application to Article 17’s expression 
exceptions will now be dealt with in turn.

a . Who Is a Role Model?
A broad interpretation of who constitutes a role 

model has been prevalent within the jurisprudence of 
the English courts. Indeed, Phillipson observes that 
role model status has been applied to individuals who 
perform no public function and have been “thrust into 
the limelight through tragedy [or mishap]”.161 This is 
demonstrated in the case of A v B, where Lord Woolf 
sought to emphasize that a legitimate interest arises 
pertaining to someone in the public eye, regardless of 
whether they have voluntarily placed themselves there 
or otherwise.162 Another example of the vast reach 
of the role model argument was shown in Spelman v 
Express Newspapers which justified the disclosure that 
a son of an MP who played minor league rugby was 
taking drugs to enhance his performance.163 The role 
model argument is also unwaveringly applied to pro-
fessional sportsmen and women by the English judi-
ciary,164 regardless of whether or not the sportsperson 
has made any effort to garner celebrity status or pres-
ent themselves as someone to look up to.

b . Criticisms of the Role Model Balancing Factor
The justification of the role model balancing 

factor appears to stem from the idea that a person 
in the limelight’s behavior has influence over their 

fans. This theory was given prominence by the 
ECtHR in Axel Springer, where the Court held that 
a popular German television actor’s fans had a pub-
lic interest in knowing that he had been arrested on 
drug charges.165 The English courts concurred with 
this standpoint in Ferdinand, where it was stated 
that the moral wrong of professional footballer Rio 
Ferdinand being unfaithful to his partner ought to 
be disclosed to fans who looked up to him and his 
lifestyle.166 The role model factor can be criticized in 
three ways. Firstly, there is not a clear link between 
it and information in the public interest.167 Despite 
the premise of this factor being that information 
concerning a role model’s misdemeanors ought to be 
published to their fans, little consideration appears 
to have been given to the effect of this information 
on the fans in question. Professional athletes accrue 
varied followings including many young admirers, 
who upon hearing such information may168 think 
such behavior was legitimized as their favorite sport-
ing personality has engaged in it. Disclosure of such 
data may therefore work actively against the public 
interest in its indirect encouragement of immoral or 
dangerous behavior.169 Secondly, in a more general 
criticism of this factor, it can be argued that a fan’s 
modification of their behavior is hardly a matter of 
important or societal interest, and little explanation 
is given by the English courts or the ECtHR as to 
why such emphasis is placed on this occurrence.170 It 
is difficult to see how the subjectively moral wrong 
of Rio Ferdinand’s affair has an impact on the “fabric 
of society” in terms of the public interest.171 Finally, 
Fenwick and Phillipson have gone as far as to dis-
credit the underlying relevance of this balancing fac-
tor as a whole, by questioning whether there is any 
credible evidence that a role model’s immoral con-
duct will in fact meaningfully influence the public, 
in either a positive or negative manner.172

c . Rationale Behind the Correcting False 
Impressions Factor

The legal rationale behind the correcting false 
impressions factor is that it is justifiable to disclose 
personal data about an individual in order to correct 
a misleading impression they have portrayed of them-
selves.173 A modern example of this factor in practice 
is in the case of NT1 and NT2.174 In the case, one 
of the claimants (NT1) had requested the delisting 
of several online links to Web pages describing his 
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prior criminality. It also emerged that he had hired 
a reputation “clean-up” agency in order to manage 
his image online—which involved the firm posting 
accolades about his business integrity on the Web, 
despite the fact he had been convicted of a dishon-
esty offense in relation to his business activities and 
served jail time.175 Lord Justice Warby noted:

His criminal past was also relevant…to  
anybody who read or might read the blog  
and social media postings which the claimant, 
via Cleanup, put out about himself. Those 
postings were false or misleading, and in my 
judgment unjustifiably so.176

Lord Justice Warby found against the claimant in 
the case. It was also deemed relevant that NT1 had 
engaged in business ventures since his conviction,177 
and that a potential client could seek information 
about him online to be greeted with a false barrage of 
overwhelmingly positive data. This case has a unique 
set of circumstances; there is an obvious public inter-
est in NT1’s prior criminality being known as he was 
seeking to hold himself out to the general market as 
an unblemished businessman. NT1 and NT2 turned 
on its own peculiar set of facts, however, the English 
courts have failed to expressly articulate in general 
terms why it matters if a misleading impression is held. 
As stated earlier, it seems to hinge upon the truth 
justification for freedom of expression; indeed, the 
submissions of counsel in Ferdinand aptly demonstrate 
this factor’s role in the pursuit of truth:

The Defendant argued that the Claimant had 
embarked on a wider campaign since 2006 
to project a more responsible and positive  
image than the reputation which he had 
had in the past. His charitable and business  
activities were part of this. Here, too, the 
Defendant argued, there was a public interest  
in demonstrating that this was misleading  
because his relationship with Ms Storey  
[his lover] had continued long after the time 
when he was supposed to have changed.178

This truth-seeking rationale can also be found 
in judgments of the ECtHR. In Plon (Societe) v 
France, defendant counsel sought to argue that the 
public had an interest in knowing the truth behind 

the lies they had been told concerning the health 
of the French president.179 Wragg notes that when 
interpreted widely, this factor may encompass not 
only behavior that contradicts something an indi-
vidual has previously said but behavior which is 
against commonly accepted societal morality at the 
time; making this balancing factor similar to the role 
model argument.180

d . Criticisms of the Correcting False Impressions 
Balancing Factor

Criticisms of this public interest factor largely 
relate to its scope; indeed, it could be invoked to 
bolster publication of any material which may give 
the general public a more accurate picture of the 
person under scrutiny. This is supported by this fac-
tor’s relationship to the truth justification for free 
speech. This approach, however, should be avoided 
with regards to not only the interpretation of 
Article 17 and its expression exemptions, but also 
to speech-privacy balancing more generally. The 
false impressions factor lacks an appreciation of why 
and for what purpose individuals may choose not to 
disclose certain details. No explanation is given for 
why exposing (often mundane) private facts about 
individuals and proving them to be dishonest is in 
the public interest. Elwood powerfully argues that it 
is only right to disclose personal data—regardless of 
whether it serves to rectify a false impression—if an 
important matter of societal importance is involved, 
as this finds a balance between the harm done to per-
sonal autonomy and dignity when private informa-
tion is revealed and the public’s desire to know the 
truth.181

e . Application of Both to Article 17(3)(a) and the 
Journalism Exemption

In relation to the right to be forgotten, it is 
unlikely that the role model argument will apply unless 
the person in question is well known—however, 
the potential remains open for the courts to take an 
expansive view of the factor and find that it covers 
not only people in the public eye but also individuals 
who assume a role model-like function in their careers; 
for example, a teacher. It is argued that the English 
courts should strive to abandon the role model factor 
when interpreting Article 17’s expression exceptions 
because its theoretical rationale lacks both logic and 
evidence. As discussed above, due attention has not 



www.manaraa.com

A p r i l  2 0 2 0  J O U R N A L  O F  I N T E R N E T  L A W

23

been given to a circumstance where a young fan is 
made aware of potentially criminal or otherwise risky 
behavior of their idol, and due to their age or lack 
of experience, seeks to emulate them. The “press as a 
watchdog” factor performs the task of holding those in 
public office accountable for their misdeeds and it is 
difficult to see what further information of legitimate 
public interest could be exposed with regards to this 
using the role model argument.

It is also argued here that the correcting false 
impressions argument ought not to be a pivotal consid-
eration for the English courts when determining the 
scope of Article 17(3)(a) or the journalism exemp-
tion. This factor has the potential to be widened in 
scope to a greater extent than the role model argu-
ment, as inventive counsel may argue that personal 
data ought to remain online as it represents truths 
about a private individual, rather than someone in 
the public domain.182 Indeed, personal information 
online often has the ability to expose details concern-
ing the private lives of individuals, but such matters 
rarely relate to a matter of genuine public interest. 
Although a person may be anxious to have embarrass-
ing information removed about themselves online, 
the data will seldom relate to a matter of significant 
societal importance. The truth justification for free 
speech relies upon the notion that it benefits society 
to be exposed to accurate information. This, however, is 
a generalized theory and does not take into account 
harm done to the reputation of individual data sub-
jects whose personal information is released. As the 
ECtHR has observed, reputation is a consideration 
when seeking to balance privacy and expression inter-
ests, and this is something that the correcting false 
impressions argument fails to meaningfully take into 
account.183

6 .4 THE PASSAGE OF TIME AND THE 
PUBLIC INTEREST

The above-discussed Article 10 balancing fac-
tors are perhaps the most significant in terms of their 
influence over the privacy-expression balancing exer-
cise. That being said, there are two further Article 10 
factors that are occasionally employed by the courts in 
relevant caselaw. One of these less prominent factors 
is the amount of time passed between an event and its 
reportage. This passage of time can have an impact 

on whether the ECtHR deems that a publication has 
legitimate public interest value. The most pertinent 
example of this is in Plon (Societe) v France, which 
concerned the publication of information concern-
ing the health of a former French president (who was 
deceased). In finding that Article 10 interests pre-
vailed over privacy rights of the late minister’s family, 
the Strasbourg Court noted that a significant factor 
in the case was the amount of time that had expired 
between the president’s death and the publication of 
the material.184

a . Application of the Passage of Time Factor to 
the Interpretation of Article 17(3)(a) and the 
Journalistic Exemption

It is argued here that although a significant amount 
of time amassed between information as first posted 
and subsequently requested for deletion may be a rele-
vant factor when interpreting Article 17, it ought not 
to be a pivotal consideration for the courts in terms of 
tipping the balance in favor of expression. Indeed, it 
may be the case that the greater the amount of time 
elapsed—and the more irrelevant data has therefore 
become—the more likely it is that a data subject will 
want the information “forgotten.” For example, this 
could be the case with personal data available online 
that reveals that an individual has, at some prior point 
in their life, had a house repossessed. That individual 
may have subsequently restored their financial stabil-
ity and be seeking to invoke the right to be forgotten 
in order to move on from this time.185 This correlates 
directly with the theoretical justification of privacy 
as allowing an individual to move on in their lives, 
encouraging personal autonomy and the ability to 
change lifestyle. On the other hand, it is also crucial 
that the courts remember that personal information 
that has been posted online even contemporaneously 
can negatively impact a data subject’s life. If a compro-
mising picture of an individual is uploaded to a social 
networking site this has the potential to be viewed by 
their friends, lovers, co-workers, and colleagues imme-
diately. Depending on the nature of the image, instant 
negative ramifications could arise from this both 
socially and professionally, virtually instantaneously. 
Due to this, it is argued here that despite the above 
judgment of the Strasbourg Court, the passage of time 
should not be a decisive factor for the judiciary when 
assessing the scope of Article 17’s expression excep-
tion or journalistic exemption.
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6 .5 THE PUBLIC INTEREST IN CRIMES

There is a trend in ECtHR jurisprudence towards 
the prioritization of Article 10 interests over privacy 
rights in relation to the publication of details exposing 
criminal activity. This is justified by the Court through 
a public interest in the reportage of criminal acts and 
wrongdoing, as was noted in Axel Springer.186 It is also 
justified in the English courts by virtue of a criminal 
offense being a matter of public record—an offender 
cannot expect privacy in relation to the commission 
of such an offense for this reason.187 In addition, free-
dom of expression also tends to be given priority in 
relation to the reportage of ongoing trials in good 
faith.188

a . Application of the Public Interest in Crimes 
Factor to the Interpretation of Article 17(3)(a) and 
the Journalistic Exemption

It is argued here that the reportage of crimes is 
something that will likely be protected under Article 
17(3)(a)’s expression exception, journalism exemp-
tion or other exemption.189 Despite this, attention 
ought to be paid by the English courts to data subjects 
requesting deletion of information relating to their 
previous minor190 criminal offenses. In these circum-
stances deletion requests ought to be duly considered; 
the ability of an individual to reform themselves into 
a law-abiding citizen is of fundamental societal impor-
tance.191 Indeed, the ability to do so has been codified 
into statute by the Rehabilitation of Offenders Act 
1974.192 If documentation of the prior illegality of such 
a person remains present online, it can be difficult for 
such an individual to put their past behind them. The 
ability to forget is a human function enabling a person 
to move forward and reconstruct themselves for the 
better. The “total recall” capabilities of the Internet 
interfere with this important psychological function, 
by solidifying events that would previously have been 
forgotten in its “perfect memory” as forever accessi-
ble. If Article 17 is to readdress the balance between 
remembering and forgetting online, deletion of data 
regarding past minor deviances must be considered to 
fall within its ambit. 193

As noted above, the first English “delisting” case 
of NT1 and NT2 concerned two data subjects request-
ing the deletion of links to Web sites which detailed 
their past criminal convictions.194 Both men had been 
found guilty of criminal offenses in the past and had 

served jail time—both were entitled to rehabilita-
tion under the Rehabilitation of Offenders Act. Lord 
Justice Warby in the case observed that there was an 
interaction between the Data Protection Act 1998 
and the Rehabilitation of Offenders Act, and that 
part of an offender’s rehabilitation was a right to pri-
vacy (under Article 8 ECHR).195 Lord Justice Warby, 
however, reasoned that the rehabilitation of offenders 
is only a “qualified right” and can conflict with free-
dom of expression, and that an offender cannot have 
a reasonable expectation of privacy if they are subject 
to criminal proceedings.196 He also noted that the Act 
does not mean that a person is guaranteed complete 
privacy regarding their spent conviction but this will 
be a weighty factor in favor of their privacy rights, due 
to the potential negative repercussions of revealing 
that information for the person concerned.197 Lord 
Justice Warby found against one of the claimant’s 
delisting requests (NT1) and for the other’s (NT2). 
The decision largely hinged upon both claimants’ 
behavior since their convictions had become spent. 
NT1 had sought to falsely present himself as a clean-
cut businessman despite his conviction for a dishon-
esty offense, whereas NT2 had pleaded guilty to his 
offense and shown remorse.198 In addition, it was 
relevant that NT2’s conviction was always going to 
become spent (it was for a less significant crime than 
NT1’s), whereas NT1’s conviction only fell under the 
remit of the Rehabilitation of Offenders Act because 
of a recent change in the law.199 It appears, then, 
if this case is followed in future with regards to the 
Data Protection Act 2018, that the Rehabilitation of 
Offenders Act can work, in some circumstances, to 
bolster a deletion right—depending on other factors 
in the case.

7. CONCLUSION

In this uncertain period in the wake of the GDPR 
and the Data Protection Act 2018, the English courts 
(and other courts around Europe) will be seeking 
guidance regarding the RTBF. Jurisprudence of the 
ECtHR will likely be turned to, chiefly because of the 
Strasbourg Court’s expertise in Article 8–10 ECHR 
“balancing.” This article has extrapolated several 
balancing factors from Strasbourg and English case-
law that could be used by courts when balancing 
the RTBF against one of its freedom of expression 
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exceptions. In a novel piece of this kind, this article 
has offered suggestions as to how each of these fac-
tors could and should (or should not be) used to influ-
ence the English courts’ assessment of the new erasure 
right. In particular, the usage of the role model/correct-
ing false impressions arguments has been criticized, and, 
moving forward, it is suggested that the courts aban-
don their usage of these two factors in order to ensure 
that the RTBF reaches its potential in restating online 
privacy. The theoretical rationale for the usage of the 
modes of living factor also lacks logic. On the contrary, 
the passage of time and the public interest in crimes as 
factors have relevance to whether an erasure claim 
stands up against a competing interest in freedom of 
expression, and could act in certain circumstances to 
negate a deletion request. All of the above-discussed 
Article 10 factors dictate how broadly the “public 
interest” can be drawn, but a theme that has shrouded 
this article is a lack of clarity over what the public 
interest actually is. An argument has been put forward 
that overtly broad conceptions of the public interest 
ought to be avoided concerning the courts’ evaluation 
of the RTBF’s expression exceptions. The crux of the 
matter is whether there is a genuine public interest in 
the information disclosed.
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